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Background
Under Texas Government Code Section 552.115, birth records are confidential and not public before the 75th anniversary of the date of birth and death records are confidential and not public before the 25th anniversary of the date of death. 
Per 25 Texas Administrative Code Section 181.1(21), release of these data can only be made to qualified applicants. If your program does not already have specific statutory authority to receive these data, you might instead quality per 25 Texas Administrative Code Section 181.11 if the request is approved by the Committee on Requests for Personal Data. This committee is being served by our DSHS Institutional Review Board (IRB) #1.
The DSHS Center for Health Statistics (CHS) serves as a program reviewer and provider for vital events data requests. This program form is for use in combination with the IRB application when requesting electronic vital events (birth, death, fetal death) data files and/or linkages to electronic vital events data. CHS will review this program form. If approved, the IRB application will have this as an attachment and should include the procedures corresponding with this approved form.  

Section 1: Administrative Overview Information
1. Agency, institution, or firm conducting the study: Name and address.
Click or tap here to enter text.
2. Principal Investigator: Name, degree(s), title, address, phone number and e-mail address.
Click or tap here to enter text.

3. Investigators: Name, degree(s), institution, and brief role description of all personnel who will have access to the unsuppressed study data including record level and/or aggregated, unsuppressed data. 
(Attach Human Subject Protection Training Certificates for all listed)

Click or tap here to enter text.
Section 2: Purpose and Authority
1. Intended uses of these data (examples: case finding, demographic data, annual report, cluster investigations). Be descriptive and inclusive.
Click or tap here to enter text.
 
2. Authority of requesting these data (examples: state or federal statute). Cite the specific authority and describe how these data are necessary to implement a statutory provision or to protect a personal legal property right
Click or tap here to enter text.
Section 3: Requested Data
1. Vital Event(s) Requested: Check all that apply
Birth		Death		Fetal Death		Linked Birth-Infant Death
[bookmark: Check1][bookmark: Check2][bookmark: Check3][bookmark: Check4]|_|		|_|		|_|			|_|
2. Send this form in with completed data item checklists including justifications for the requested data items. These checklists are at http://www.dshs.texas.gov/chs/vstat/corpdoverview.shtm
 
Access to these confidential data should be limited to only those variables necessary for programmatic purposes. For each vital event, complete and attach appropriate data item checklist. In the “Justification” column, provide brief justification for all checked items. 
The IRB typically reviews from the perspective of minimum release of data necessary to accomplish study aims.
3. Selection criteria:
a. Time Period (e.g. all birth from calendar year 2005, as of February 28, 2012, etc.) 
Click or tap here to enter text.

b. Frequency of data (e.g. one-time, annually, quarterly, monthly)
Click or tap here to enter text.

c. Check one:
Finalized Data[footnoteRef:1]	      	Provisional Data[footnoteRef:2]	 [1:  Finalized, or “Frozen” Statistical Data: Data are static and are statistically frozen at a date determined by VSU each registration year. Any records past this cut-off date are not included. Finalized vital event statistics are tabulated based on data that are edited at the record level, checked in aggregated counts and compared with previous years. Frozen statistical data are geocoded. These are the most accurate statistical data and suggested in the majority of circumstances, but are not available for the most recent year. ]  [2:  Provisional, or “Dynamic” Data: Vital Statistics Unit (VSU) registration data that are constantly changing: records can be changed by amendments, added as a delayed in registration or probated; new record versions can be created, etc. Not all records in dynamic data are edited for statistical purposes. By requesting dynamic data, you may also obtain more recent records, but these data are not generally valid for statistical purposes. Users must be cognizant of the limitations of dynamic data, especially recent dynamic data.  ] 

[bookmark: Check5][bookmark: Check6]|_|					|_|

d. Geographic Areas (e.g. Texas, Harris County, etc.)
Click or tap here to enter text.
 
e. Check one:
Residence Data[footnoteRef:3]	Occurrence Data[footnoteRef:4]		All records
|_|			|_|				|_|
 [3:  Residence data: Data compiled by the usual place of residence without regard to the geographic place where the event occurred. For births and fetal deaths, the mother's usual residence is used as the place of residence.]  [4:  Occurrence data: Data compiled by the geographic place in which the event occurred without regard to the place of residence of the individual(s) involved in the event.
] 

f. Preferred format of data files(s) (Check One):
SAS		SPSS		CSV		Other (Describe): 
|_|		|_|		|_|		|_| Enter text.

g. Specify any other selection criteria needed for data request (for example, deaths with specific ICD-10 Codes, births in a specific birthweight range, plurality, race/ethnicity, etc.) 
i. Be specific and relate to specific variables on the data item checklist. If approved, CHS will need to follow these selection criteria as a protocol to determine which records to release.
Click or tap here to enter text.
Section 4: Data Linkage and Usage
1. Describe any linkage of requested data with any other data sources. Describe in the checklist(s) any variables which will be used for linkage, and attach a list of variables that these data will be linked to. Note: Due to federal statutes and contractual limitations, SSNs from vital events data are not releasable without specific statutory authority for the release. CHS may be able to make use of SSNs available within vital events data for linking purposes, but is not able to release SSNs.
Click or tap here to enter text.

2. If the study linkage process involves coordination with other programs, also answer the following questions:
a. Name of program(s) and main point of contact
Click or tap here to enter text.

b. Will the final dataset released to requester be stripped of any identifying variables (such as SSN, names, etc)? Specify all variables that will be removed before release outside the agency. 
Click or tap here to enter text.

3. If any data will be incorporated into databases or other data sets, describe.
Click or tap here to enter text.

4. Will there be any secondary release of data or statistics, such as to answer requesters? Specify here and if so, ensure that section 5 below addresses how you will maintain the confidentiality of these data or statistics. 
 Click or tap here to enter text.

Section 5: Data Management and Security
1. Describe where and how data will be securely stored. The Vital Statistics Section requires data to be stored with encryption, including encrypted methods of data transfer and encrypted storage on non-portable devices.
Click or tap here to enter text.

Data storage system includes:
· [bookmark: Check7]|_| Storage on an encrypted network drive
· [bookmark: Check8]|_| Storage on a desktop computer with:
· [bookmark: Check9]|_| Encrypted files
· [bookmark: Check10]|_| Encrypted hard drives
· [bookmark: Check11]|_| Storage is behind a locked office, cabinet, or otherwise restricted area
· [bookmark: Check12]|_| Data can only be accessed by program staff listed on this form (section 1, questions 2 and 3)
· [bookmark: Check13]|_| Other security procedures (describe):
Click or tap here to enter text.

2. Describe how data will be accessed by the users listed in Section 1 of this form, and if access will be provided to other users.
Click or tap here to enter text.

3. Describe the plan for securely destroying these data when their programmatic use is completed. 
Click or tap here to enter text.

4. [bookmark: Check14][bookmark: Check15]Will study data be shared with investigators at any location other than mentioned above? 		|_| Yes		|_| No

If data will be transferred, describe the method of secure data transfer
Click or tap here to enter text.

5. Provide a secure data destruction date. If secure data destruction data is after the project end date, please provide rational.
Click or tap here to enter text.
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6. If any of these confidential data will be used off-site or remotely accessed, describe how and where such data will be used, why these data must be used off-site or accessed remotely, and measures that will be taken to ensure the confidentiality and security of these data. 
Last Updated 11/4/2022
Click or tap here to enter text.

7. Data management and security includes protecting individuals from identification in presentations and publications. Please describe how you will avoid identifying an individual in presentations, for example suppression criteria and data aggregation methods. 
Click or tap here to enter text.


Texas Vital Events Data Guide

Users of vital statistics (rates and counts) and vital events data (individual records) obtained from the Texas Department of State Health Services (DSHS) should follow law regarding vital events data, DSHS rules and regulations, and standard practices to ensure data security, confidentiality, and accuracy of these data. The following guide outlines the procedures followed by the Center for Health Statistics (CHS) Data Management program when handling vital events data and statistics. Users of vital events data and statistics provided by CHS must adopt similar procedures with these to protect against disclosure of potentially identifiable data or potentially misleading statistics.



[bookmark: DataRelease]Vital Events Data and Statistics Release is Controlled by Texas Law

1) Under Texas Government Code §552.115, birth records are public on and after the 75th anniversary of the date of birth and death records are public on and after the 25th anniversary of the date of death. Under Texas Health and Safety Code §192.002(b), portions of the birth certificate are confidential and cannot be released in a manner that can be used to identify a person, patient, or facility. Parts of the fetal death data are confidential and are not open records under the Medical Practice Act, and Texas Government Code  §552.101 accordingly to the Texas Attorney General ruling OR2008-12014. 
2) Therefore, vital events birth, death, and fetal death data files can only be provided in limited circumstances. Only aggregated statistics with suppression that prevents the potential disclosure of an individual or facility are public.   
a. Note: Even when the requested data do not include direct identifiers such as name, they are potentially identifiable when presented such that the combination of values can pinpoint just one or a few cases (e.g. deaths within a small geographic region by age group, race/ethnicity, and gender). Such data are typically subject to suppression.


Suppression Guidelines for Vital Statistics

Requests for statistics that are not already available on our published reports and query systems online may be provided if the result could not be used to identify an individual or facility. Requests for rates and counts may be provided if the result meets certain criteria for statistical reliability. The CHS Data Management program uses the following suppression methods when producing vital statistics. Other users are required to adopt these or similar suppression practices when using these data: 
1) Counts and Totals: To prevent the potential identification of individuals, counts of 1-9 should be suppressed in any cell of data tables. Totals which could be used to back-calculate suppressed counts should be suppressed as well. 
2) Rates and Statistics: Due to the misleading nature of very small numbers, rates and ratios are suppressed when the statistic is based on 1-20 cases.


Assurances

Vital Events Data (i.e. electronic data files of individual records)

You are identified as the Responsible Party for assuring security and confidentiality of the vital event data released to you by CHS. Please initial next to each item to indicate agreement with the terms.

Data Release Assurances
1) I have attached a data request form and an itemized list of the data elements requested with brief justification. I have included only elements which are required to satisfy our statutory requirements. 
2) Access to these data will be limited to the minimum number of staff needed to accomplish the task. Each of these staff members have been or will be provided training on general standards of confidentiality including training on the protection of human subjects prior to receiving these data (online course available for free at https://phrp.nihtraining.com/users/login.php?l=3).  A list of individuals who will have access to the data is included in this request.
3) The Responsible Party will not, and will not permit others to copy, sell, rent, license, lease, loan, or otherwise grant access to the data covered by this Agreement to any other person or entity without permission from DSHS.
Data Security and Confidentiality 
1) Data will be stored within encrypted and password protected devices.
2) Hard copy output of individual records or data will be kept secure and will be shredded as soon as possible.
3) Efforts will not be undertaken to determine the identity of any person in these records, to use these records to determine the identity of any person, or to disclose identifiable information without permission from DSHS. Should such disclosure be discovered, the Health Information Resources Branch should be notified immediately. 
4) The Responsible Party will make no attempt to link, or permit others to attempt to link, the records with personally identifiable information from any other source (such that the result would be identifiable) without permission from DSHS.
Project Completion
1) This project will be complete on or before __________(MM/DD/YYYY). The Responsible Party will notify CHS and the IRB upon project completion.
2) The data, as well as any additional potentially identifiable data files created, will be securely and permanently destroyed after completion of the project.
3) All reports and results released based on these data will be in aggregate form only in a manner that the result could not be used to identify an individual. Data suppression will be used to prevent the potential identification of individuals.
4) The responsible party agrees to be cognizant of the limitations of these data, and to accurately represent limitations when disseminating findings based on these data.
5) Publications using these data will appropriately cite the source and include at a minimum: Texas Department of State Health Services, Center for Health Statistics; Timeframe of Data Presented; Vital Event(s) Included. CHS will be informed of any publications arising from works using these data.
6) The Responsible Party will not, and will not permit others to make statements indicating or suggesting that interpretations drawn from these data are those of DSHS.

Signature below indicates the Responsible Party agrees to these terms:

												
Signature					Date			Agency or Institution


